
Intelligent data management solutions and use cases are transforming the traditional data protection and storage spaces. 
As end-users continue on their digital transformation journeys, the need to efficiently reuse compliant data is adding data 
management challenges to an already complex IT infrastructure landscape. At the same time, significant business benefits can 
be derived from successful intelligent data management implementations. This research aimed to understand IT professionals’ 
grasp of and sentiment toward intelligent data management.
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Cloud Is King

Data Classification    

Is Maturing

Compliance Management  

Is Gaining in Confidence

Intelligent Data Management   

Is at the Heart of Digital Transformation

We plan to develop and offer new 
data-centric products and services 
(i.e., either selling data or insights based 
on that data) in the next 24 months.

We send secondary data copies to 
public cloud infrastructure services 
for non-protection purposes  
(i.e., dev/test, analytics, etc.).
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Data helps to support our business  
(we offer tangible/physical products and services).

We offer both tangible and  
information-based products  
and services.
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total volume  
of data on average

7. 7 PB 
overall data growth  
(up from 27% in 2019)

35%
of secondary data generated by 
1TB of production on average

5 TB

The Data Deluge.

Benefits realized from sending non-protection secondary copies of data to the cloud.

Business benefits of data reuse.

Data classification drivers.

Confidence in ability to pass compliance audit 
by current data sanitization position.

Investment prioritization of 
intelligent data management/
data reuse strategies by digital 
transformation maturity.

Is data reuse an extension or replacement of overall data protection strategies?

Better security 
compared to on-premises 

resources

Improved  
data visibility
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Better availability 
compared to  

on-premises resources

Greater  
business agility
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More elastic  
scalability

Greater resiliency  
to cyber attacks
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Ability to support  
higher levels of  

end-user concurrency

Improved customer 
experience
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Faster time to  
deploy or time to value  

for new projects

Advance strategic  
initiatives like DevOps 

and data analytics
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29%

of organizations currently classify their 
data, while an additional 30% have plans to 
do so over the next 12-24 months.
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Making our data compliant

Removing redundant data

Predicting data patterns

Understanding data growth

Removing obsolete data

Gaining additional insight into our data

Optimizing the placement of data

Improving cyber-resilience

Using secondary data for other business purposes or
moving/copying data for secondary use

Storage efficiency

On average, organizations are sanitizing  
59% of their non-protection secondary data.
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Yes, and we sanitize our secondary data
copies prior to usage

No, but we plan to sanitize our
secondary data copies prior to usage

No, and we have no plans to sanitize our
secondary data copies prior to usage
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management priority
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Source: ESG Research Report, The Evolution of Intelligent Data Management, January 2022. 
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LEARN MORE
For more data and analysis from this ESG research study,  
including specific recommendations for supporting business 
transformation in a data-centric fashion, read the ESG Research 
Report, The Evolution of Intelligent Data Management.

No, but we plan to sanitize our secondary data copies prior to usage

https://www.esg-global.com/research/esg-research-report-the-evolution-of-intelligent-data-management

